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INFORMATION SYSTEMS SECURITY POLICY 

POLICY 
The Athens State University Board of Trustees shall provide an appropriate and sustained 
information system security profile that conforms to industry standards to safeguard the 
deployment, management, and use of all information  technology resources. The Board will govern 
the efforts of the President and executive officers to ensure the development of the evolving 
university information systems security program, with supporting standards, guides, training and 
overall coordination of the program across all business units, employees, vendors, and third party 
organizations.   
 

PURPOSE AND SCOPE 
This Policy Statement provides notice of  the University’s expectations and guidelines to all who use 
and manage information technology resources and services (including but not limited to cyber 
security, computing, networking, communications and telecommunications systems, infrastructure, 
hardware, software, data, databases, personnel, procedures, physical facilities, and any related 
materials and services).  In addition, it establishes   the standards for the effective, efficient, and 
ethical use of information technology at the University in a manner that does not interfere with the 
reasonable use by other community members or endanger the University's tax-exempt, legal, or 
accreditation status.   
 


