
Homeland and Corporate Security BS Student Learning Outcomes 

 
Objective 1: Knowledge of fundamental Homeland and Corporate Security concepts and practices. 
 

Outcome 1.1: Students will demonstrate an understanding of historical and contemporary issues 
in homeland security, corporate security, and emergency preparedness. 
 
Outcome 1.2: Students will demonstrate an understanding of the relationship between 
homeland security, law enforcement agencies, non-governmental organizations (NGOs), and 
other agencies and services related to homeland and corporate security. 
 
Outcome 1.3: Students will be able to develop a comprehensive security plan encompassing the 
all-hazards approach to risk management and for the protection of critical infrastructure and 
corporate entities. 
 
Outcome 1.4: Students will acquire the knowledge of FEMA’s National Incident Management 
System (NIMS) and the Incident Command System (ICS). 
 

Objective 2: Demonstrated proficiency in critical thinking skills when analyzing and reporting research 
results related to the field of Homeland and Corporate Security. 
 

Outcome 2.1: Students will learn and demonstrate the skills acquired from exposure to different 
threat management systems to identify potential criminal and terrorist threats, natural and 
environmental risks. 
 
Outcome 2.2: Students will demonstrate the skills in collecting open-source information and 
develop security intelligence products. 

 
Outcome 2.3: Students will Implement Corporate Security strategies related to the protection of 
goods, systems and intellectual property. 
 
Outcome 2.4: Students will learn the process of Homeland Security investigations as they 
pertain with defending the homeland against organized criminal organizations and terrorism 
groups. 
 
Outcome 2.5: Students will develop and evaluate emergency disaster pre-plans, recovery plans, 
risk-assessment, and after-action reports. 

 
Objective 3: Demonstrated proficiency in written and oral communication. 
 

Outcome 3.1: Students will be able to use effective research, writing, and communication skills 
appropriate to professional standards in homeland security and corporate security. 
 
Outcome 3.2: Students will be able to orally present research or course projects. 
 
Outcome 3.3: Students will further develop their interpersonal communication skills through the 
use of online technology and during in-person activities.  

 



Objective 4: Appreciation for ethical standards, societal, cultural, global differences, and human diversity 
as they relate to the field of Homeland and Corporate Security. 
 

Outcome 4.1: Students will apply analytical skills in approaching ethical dilemmas and other 
areas faced in government, corporate, and private industry. 
 
Outcome 4.2: Students will learn how diversity in the public and private sectors differ and how 
to function within it. 

 
Objective 5: Demonstrate ability to use technology effectively including that associated with the field of 
Homeland and Corporate Security. 
 

Outcome 5.1: Students will apply analytical skills with implications of technology and other areas 

faced in government, corporate, and private industry. 

Outcome 5.1: Students will apply analytical skills to create Homeland and Corporate Security 

end products such as Briefings, Project Papers, Field Observation and Inspection Reports, and 

Threat Assessments. 

 


